Press Release Contact:
November 1, 2011 Beverly Neth

For Immediate Release Department of Motor Vehicles
402-471-3900

Nebraska DMV warns citizens to beware of online look-alikes

LINCOLN: The Nebraska Department of Motor Vehicles learned today of a website
asking motorists to renew their driver license using a credit card. DMV is warning
Nebraskans not to use this website.

The website operates under the guise of http://dmv-driverslicenses.com/. If a person uses a
search engine to find the Nebraska DMV driver license renewal or a similar search
phrase, the “look-alike” website can be the first link that appears. The Nebraska DMV is
warning computer usets not to visit this website, and to visit only the official Nebraska
Department of Motor Vehicles website to conduct on-line transactions.

“The scam website does not look authentic. It’s one and only goal is to get the user to
input personal data and credit card information,” said Nebraska DMV Director Beverly
Neth. “Please do not enter any information, exit this site as soon as possible.”

Nebraska is one of a number of states that have been targeted, in the past,
including Vermont, Rhode Island, Maine, Washington, and New York.

The Nebraska Department of Motor Vehicles offers a host of on-line services.
Nebraskans looking to conduct business with the DMV through the Internet should visit
www.click.dmv ne.gov.

“The easiest way to make sure you are on the Nebraska DMV site is to type
www.clickdmv.ne.gov into your web browser address bar, also called the URL bar,” said
Neth. “If you are at the Nebraska DMV website you can engage in a safe, secure, and
time-saving transaction.




